**KLAUZULA INFORMACYJNA –**

**DZIAŁANIA NASTĘPCZE W ZWIĄZKU ZE ZGŁOSZONYM**

**POTENCJALNYM NARUSZENIEM PRAWA**

1. Administratorem Twoich danych jest Liceum Ogólnokształcące nr X im. Stefanii Sempołowskiej we Wrocławiu, ul. Piesza 1, 51-109 Wrocław (dalej: **My**). Kontakt z nami możliwy jest pod mailem: [lo10@lo10.wroc.pl](mailto:lo10@lo10.wroc.pl).
2. Dane kontaktowe do naszego **inspektora ochrony danych** to: [inspektor@coreconsulting.pl](mailto:inspektor@coreconsulting.pl) albo CORE Consulting, ul. Wyłom 16, 61-671 Poznań.
3. Twoje dane osobowe przetwarzamy w celu podjęcia Działań następczych wynikających ze zgłoszenia potencjalnego naruszenia prawa zgodnie z Regulaminem zgłoszeń wewnętrznych określającym wewnętrzną procedurę zgłaszania naruszeń prawa i podejmowania działań następczych który został ustalony na podstawie przepisów prawa, w tym Dyrektywy Parlamentu Europejskiego i Rady (UE) 2019/1937 z dnia 23 października 2019 r. w sprawie ochrony osób zgłaszających naruszenia prawa Unii.
4. Podstawą prawną przetwarzania Twoich danych jest art. 6 ust. 1 lit. c RODO lub art. 6 ust. 1 lit. e RODO – w zależności od kontekstu, istotności danych dla prowadzonego postępowania, obowiązku ich dalszego przetwarzania dla wywiązania się z obowiązków ustawowych, ponieważ przetwarzanie może być wymogiem prawnym lub być niezbędne do wykonania zadania realizowanego w interesie publicznym. Obowiązkiem prawnym może być przyjęcie, weryfikacja zgłoszenia oraz podjęcie Działań następczych tj. działań w celu oceny prawdziwości zarzutów zawartych w Zgłoszeniu oraz, w stosownych przypadkach, w celu przeciwdziałania naruszeniu prawa będącemu przedmiotem Zgłoszenia. Jeśli zostały nam podane Twoje dane szczególnej kategorii tj. ujawniające pochodzenie rasowe lub etniczne, poglądy polityczne, przekonania religijne lub światopoglądowe, przynależność do związków zawodowych, dane genetyczne, dane dotyczące zdrowia, seksualności lub orientacji seksualnej (lub gdy musieliśmy pozyskać te dane w toku Działań następczych), to podstawą prawną ich przetwarzania jest niezbędność dla celów związanych z ważnym interesem publicznym (art. 9 ust. 2 lit. g RODO). Interesem tym jest rozpatrzenie Zgłoszenia dot. potencjalnego naruszenia stanowiącego zagrożenie dla interesu publicznego.
5. Twoje dane nie będą podlegały profilowaniu ani zautomatyzowanemu podejmowaniu decyzji.
6. Będziemy przetwarzać Twoje dane maksymalnie przez okres 5 lat od dnia przyjęcia zgłoszenia.
7. Dostęp do Twoich danych będzie mieć podmiot zewnętrzny, który jest odpowiedzialny za przyjęcie Zgłoszenia wewnętrznego oraz podjęcie Działań następczych. Ponadto Twoje dane mogą być wyjątkowo dostępne dla firm utrzymujących serwery informatyczne, dostarczających pocztę elektroniczną oraz oprogramowanie wykorzystywane do obsługi zgłoszeń. Są to profesjonalne podmioty, z którymi mamy zawarte stosowne umowy i które zapewniają poufność i bezpieczeństwo Twoich danych. Ponadto Twoje dane mogą być przetwarzane przez organy publiczne, które mogą je otrzymać w ramach konkretnego postępowania prowadzonego na podstawie przepisów prawa.
8. Informujemy, że masz prawo: żądania dostępu do treści swoich danych osobowych, ich sprostowania, usunięcia lub ograniczenia przetwarzania danych.
9. Odrębnie chcemy poinformować, że masz ponadto prawo do tzw. sprzeciwu wobec przetwarzania Twoich danych osobowych.
10. Uprawnienia, o których mowa powyżej możesz wykonać poprzez kontakt pod adresem e-mail: [sygnalista@coreconsulting.pl](mailto:sygnalista@coreconsulting.pl), listownie na adres: CORE Consulting, ul. Wyłom 16, 61-671 Poznań z dopiskiem na kopercie „poufne” lub dzwoniąc pod numer: 800 800 250.
11. Jeżeli uznasz, że w jakikolwiek sposób naruszyliśmy reguły przetwarzania Twoich danych osobowych to **masz prawo do złożenia skargi bezpośrednio do organu nadzoru** (Prezesa Urzędu Ochrony Danych Osobowych, ul. Stawki 2, 00-193 Warszawa, tel. 22 531-03-00, e-mail: [iod@uodo.gov.pl](mailto:iod@uodo.gov.pl), [www.uodo.gov.pl](http://www.uodo.gov.pl)).